
ASUS supports Windows Autopilot, a unified endpoint management tool which gives IT administrators the ability to automatically 
configure a new device for easy integration into your existing IT ecosystem. With Windows Autopilot, devices can be prepared for a 
new user, system configurations can be automatically changed, and apps can be loaded without the need for further action by an 
administrator. Workstations can also be quickly brought back to a certain state. Windows Autopilot streamlines processes and helps 
reduce IT administrative tasks.

IT administrators need to log onto Microsoft Store for Business or Microsoft Intune to maintain customized images for devices. ASUS will 
register the devices to the Azure Active Directory on your behalf so all you have to do is boot up the device, connect to the network 
and verify your credentials to enable Windows Autopilot to activate your Mobile Device Management (MDM) solution.

All ASUS models support Windows Autopilot. If youre interested in Windows Autopilot, please contact your local ASUS sales or partner 
representative. 

Learn more about Windows Autopilot from https://www.microsoft.com/en-us/microsoft-365/windows/windows-autopilot

Windows Autopilot enables you to:

• Automatically join devices to Azure Active Directory (Azure AD) or Active Directory (via Hybrid Azure AD Join). Please see the  
Introduction to Device Management section in Azure Active Directory for more information about the differences between these two 
join options.

• Auto-enroll devices into MDM services, such as Microsoft Intune (Requires an Azure AD Premium subscription for configuration).

• Restrict Administrator account creation.

• Create and auto-assign devices to configuration groups based on a device's profile.

• Customize OOBE content specific to the organization.

ASUS support for Windows Autopilot
A one-stop management tool for simple system integration


